
CORONAVIRUS VACCINE SCAM 

 

Coronavirus is an 

illness. It is also 

called COVID-19.  

 
Many people are 

now being invited to 

get a vaccine to 

protect themselves 

and others from 

COVID-19.  

 

Sadly, there are bad 

people out there 

who use this to scam 

others.  



 
A scam is when 

someone lies to you 

to get something 

from you, such as 

your money or 

personal details.  

 

 

BE VERY CAREFUL!  

 

You may receive a 

text or an email 

pretending to be 

from NHS. 
NHS: We have identified that you 

are eligible to apply for your 

vaccine. For more information and 

to apply, follow here: fake link. 



 
 
 

 The text will ask you 

to click on a link to 

sign up to get your 

vaccine. DO NOT 

CLICK ON THE LINK!  

 
 

 If you click on the link, 

you will be taken to a 

fake NHS website, which 

will ask for your personal 

details or bank details.  

 

NEVER GIVE OUT 

YOUR BANK DETAILS 

OR PERSONAL 

DETAILS! 



 

 
You could also 

receive a call from 

someone who is 

pretending to be 

from NHS.  

 

They will ask you to 

pay for something 

over the phone.  

 

 

HANG UP STRAIGHT 

AWAY!  

 

 



 

Here’s how to tell if a 

text or a phone call 

about COVID-19 

vaccine is a scam: 

 

COVID-19 vaccine is 

free of charge, the 

real NHS will never 

ask you to pay for 

anything.  

 

The real NHS will 

never ask you for 

your bank account or 

card details. 



 

The real NHS will 

never ask you for 

your PIN or banking 

password. 

 

The real NHS will 

never arrive without 

warning at your 

home to give you the 

vaccine. 

 
The real NHS will never ask 

you to prove your identity 

by sending copies of 

personal documents such 

as your passport, driving 

licence, bills or pay slips. 



 

If this happens to 

you, please tell your 

support team.  

 

Call Action Fraud on: 

0300 123 2040 

 

Or visit: 
www.actionfraud.police.uk 

 

 

 

http://www.actionfraud.police.uk/

